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CUSTOMS-TRADE PARTNERSHIP AGAINST TERRORISM (C-TPAT)

(Company Name) SUPPLY CHAIN POLICY STATEMENT

(Company Name) strongly supports and will participate in CBP’s (U. S. Customs and Border Protection) program called the Customs-Trade Partnership Against Terrorism (C-TPAT).  This program is a joint effort between CBP and the trade community to reduce the threat of terrorism by means of protecting the integrity of cargo imported into, further processed or warehoused in, and/or exported from the United States.  This necessarily requires that the entire supply chain be secure, beginning with the offshore production of materials, goods and component goods, and continuing on to the warehousing and transport of such goods and materials until their entry into, and distribution in U.S. commerce.  Failure to satisfy CBP of supply chain security will result in increased release delays, increased inspections, seizures and exclusion of merchandise.


(Company Name), including all importing entities, are good corporate citizens, are firmly behind CBP’s efforts and are committed to ensuring the security of our international supply chains.  (Company Name) will secure their supply chains and support the C-TPAT program.  In addition, we will encourage all our domestic suppliers of imported products and our transportation providers to join C-TPAT and will require them to demonstrate that product supplied to us is secure.  We will require that each of these suppliers and service providers notify their plants, offices and subsidiaries of the C-TPAT program and of (Company Name)’s participation in it.


In securing their respective supply chains, each (Company Name) entity will review and consider applying the CBP importer C-TPAT security recommendations as posted in CBP’s website:  http://www.cbp.gov.  The importer recommendations focus on the following areas:

1. Business Partner Requirements assuring that all partners in the supply chain adhere to minimum security criteria.
2. Physical Security to ensure that buildings and grounds, doors, gates and access points are constructed in a secure manner to limit unauthorized access to cargo destined for a (Company Name) entity.

3. Access Control implementing measures limiting unauthorized persons from shipping, loading dock and cargo areas.
4. Procedural Security measures to ensure there is no unauthorized introduction/removal of cargo, that there is an accounting/reporting of possible discrepancies, that seals are secure and resistant to tampering, and that there is effective tracking of cargo movement, and that law enforcement agencies are notified of problems.
5. Personnel Security measures that provide for employee screening, periodic verifications and disciplinary measures for security breaches.
6. Education and Training measures that inform employees of cargo security requirements, including reporting of discrepancies and problems.
7. Manifest Procedures which ensure companies provide sufficient descriptive information to enable carriers to complete legible, accurate and timely ISF (Importer Security Filing) notices to CBP.
8. Conveyance Security measures which ensure that full and empty containers are protected against tampering, unauthorized personnel and introduction of unmanifested materials.
9. Information Technology Security assuring that the company’s data is secure.
(Company Name) is committed to ensuring that its cargo is not a conveyance for international terrorism and expects that its suppliers will cooperate in this effort.  Any questions regarding the (Company Name) C-TPAT effort should be directed to (Responsible Person’s Name), (Title), (Department) at (Phone Number) or (Email address).
Sincerely,


(Signature)




(Company officer name and title)
(Company Name)
